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meetings have tentatively been
scheduled for April 2002 and August
2002. These quarterly meetings are in
lieu of an annual CIREN conference.

Please be aware that this is a closed
building. Attendees to this meeting
must present photo identification, pass
through the xray and magnetometer, and
be escorted to the meeting room so
please allow sufficient time to complete
this process.

Should it be necessary to cancel the
meeting due to inclement weather or to
any other emergencies, a decision to
cancel will be made as soon as possible
and posted immediately on NHTSA’s
Web site http://www.nhtsa.dot.gov/
nhtsa/announce/meetings/. If you do
not have access to the Web site, you
may call the contact listed below and
leave your telephone or fax number.
You will be called only if the meeting
is postponed or canceled.
FOR FURTHER INFORMATION CONTACT: Mrs.
Donna Stemski, Office of Human-
Centered Research, 400 Seventh Street,
SW, Room 6220, Washington, DC 20590,
telephone: (202) 366–5662.

Issued on: October 19, 2001.
Raymond P. Owings,
Associate Administrator for Research and
Development, National Highway Traffic
Safety Administration.
[FR Doc. 01–27054 Filed 10–25–01; 8:45 am]
BILLING CODE 4910–59–P

DEPARTMENT OF TRANSPORTATION

Surface Transportation Board

[STB Finance Docket No. 34075]

Six County Association of
Governments—Construction and
Operation Exemption—Rail Line
Between Levan and Salina, UT

AGENCY: Surface Transportation Board.
ACTION: Notice of exemption.

SUMMARY: Under 49 U.S.C. 10502, the
Board conditionally exempts from the
prior approval requirements of 49 U.S.C.
10901 the construction and operation by
the Six County Association of
Governments of a 43-mile line of
railroad between Salina, UT, and a
connection with a line of the Union
Pacific Railroad Company in the
vicinity of Levan, UT.
DATES: The exemption will not become
effective until the environmental review
process is completed. Once that process
is completed, the Board will issue a
further decision addressing the
environmental impacts and, if
appropriate, will make the exemption
effective at that time, thereby allowing

construction to begin. Petitions to
reopen must be filed by November 15,
2001.
ADDRESSES: Send pleadings, referring to
STB Finance Docket No. 34075, to: (1)
Surface Transportation Board, Office of
the Secretary, Case Control Unit, 1925 K
Street, NW., Washington, DC 20423–
0001; and (2) Sandra L. Brown and D.
Michael Hurst, Jr., Troutman Sanders
LLP, 401 9th Street, NW., Suite 1000,
Washington, DC 20004.
FOR FURTHER INFORMATION CONTACT:
Joseph H. Dettmar, (202) 565–1600 [TDD
for the hearing impaired: 1–800–877–
8339.]
SUPPLEMENTARY INFORMATION:
Additional information is contained in
the Board’s decision. To purchase a
copy of the full decision, write to, call,
or pick up in person from: Da 2 Da
Legal, Room 405, 1925 K Street, NW.,
Washington, DC 20006. Telephone:
(202) 293–7776. [TDD for the hearing
impaired: 1–800–877–8339.]

Board decisions and notices are
available on our website at
‘‘WWW.STB.DOT.GOV.’’

Decided: October 18, 2001.
By the Board, Chairman Morgan, Vice

Chairman Clyburn, and Commissioner
Burkes.
Vernon A. Williams,
Secretary.
[FR Doc. 01–26774 Filed 10–25–01; 8:45 am]
BILLING CODE 4915–00–P

DEPARTMENT OF THE TREASURY

Office of the Comptroller of the
Currency

[Docket No. 00–18]

Privacy Act of 1974, as Amended;
System of Records

AGENCY: Office of the Comptroller of the
Currency, Treasury.
ACTION: Notice of proposed new Privacy
Act Systems of Records.

SUMMARY: In accordance with the
Privacy Act of 1974, as amended, the
Office of the Comptroller of the
Currency (OCC) gives notice of five
proposed new Privacy Act systems of
records.

DATES: The proposed new systems of
records will become effective November
26, 2001 unless comments are received
which would result in a contrary
determination.

ADDRESSES: You should send your
comments to the Office of the
Comptroller of the Currency, Public
Information Room, Docket No. 00–18,

250 E Street, SW, Washington, DC
20219. You may inspect comments
received at the same location. You may
send your comments by facsimile
transmission to FAX number 202–874–
4448 or by electronic mail to
REGS.COMMENTS@OCC.TREAS.GOV.

FOR FURTHER INFORMATION CONTACT:
Frank Vance, Jr., Disclosure Officer,
Communications Division, (202) 874–
4700 or Harold J. Hansen, Assistant
Director, Administrative and Internal
Law Division, (202) 874–4460.
SUPPLEMENTARY INFORMATION: Pursuant
to the Privacy Act of 1974, as amended,
5 U.S.C. 552a, the OCC is proposing to
establish the following new systems of
records:

(1) Treasury/Comptroller .100—
Enforcement Action Report System

Records relating to enforcement
actions taken by the OCC against
individuals that will be maintained in
this proposed new system are currently
maintained in an existing Privacy Act
system of records, Treasury/Comptroller
.013-Enforcement Compliance
Information System. Records
maintained in the Enforcement and
Compliance Information System have
been exempted by rule from certain
provisions of the Privacy Act pursuant
to 5 U.S.C. 552a(j)(2) and (k)(2).

Information in the Enforcement
Action Report System will be used by
the OCC for supervisory and licensing
purposes, including the review of the
qualifications and fitness of individuals
who are or propose to become
responsible for the business operation of
OCC-regulated entities. The system will
contain records of enforcement actions
taken by the OCC and other federal
financial regulatory agencies against
individuals and pending OCC
enforcement actions. It will also contain
information about individuals who
require the Federal Deposit Insurance
Corporation’s approval to participate in
the affairs of an insured depository
institution pursuant to 12 U.S.C. 1829,
including information about criminal
convictions involving dishonesty or
breach of trust.

The OCC proposes to exempt records
maintained in the Enforcement Action
Report System from certain of the
Privacy Act’s requirements pursuant to
5 U.S.C. 552a(k)(2).

(2) Treasury/Comptroller .120—Bank
Fraud Information System

To assist the OCC in its supervisory
function, this system will track
complaints and inquiries concerning
fraudulent or suspicious financial
instruments and transactions. The
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information maintained in this system
of records will serve the OCC’s mission
of ensuring safety and soundness of the
banking system by assisting the OCC in
its efforts to protect banks and their
customers from fraudulent or suspicious
banking activities.

The OCC proposes to exempt records
maintained in the Bank Fraud
Information System from certain of the
Privacy Act’s requirements pursuant to
5 U.S.C. 552a(j)(2) and (k)(2).

(3) Treasury/Comptroller .220—Section
914 Tracking System

Pursuant to rulemaking authority
under 12 U.S.C. 93a and 1831i, certain
categories of national banks, District of
Columbia banks operating under the
OCC’s regulatory authority, and federal
branches of foreign banks are required
by 5 CFR 5.51 to file notices for the
OCC’s review when they propose to add
individuals to their boards of directors
or propose to employ senior executive
officers. The OCC is establishing the
Section 914 Tracking System as a
system of records to track the processing
of these notices.

The information in this system also
will be used in carrying out OCC’s other
regulatory and licensing
responsibilities, including other reviews
of the qualifications and fitness of
individuals who propose to become
responsible for the business operations
of OCC-regulated entities.

The OCC proposes to exempt records
maintained in the Section 914 Tracking
System from certain of the Privacy Act’s
requirements pursuant to 5 U.S.C.
552a(k)(2).

(4) Treasury/Comptroller .340—Access
Control System

The records maintained in this system
will assist the OCC in maintaining the
security of its premises and permit it to
identify those individuals who are on
OCC premises at particular times.

Access Control System records are
currently part of an existing Privacy Act
system of records, Treasury/Comptroller
.300-Administrative Personnel System.
The notice for the Administrative
Personnel System was last published in
the Federal Register at 63 FR 69761,
dated December 17, 1998.

(5) Treasury/Comptroller .700—
Correspondence Tracking System

These records assist offices within the
OCC to receive and respond to
correspondence. Correspondence
information will be maintained within
the proposed new system of records for
the purpose of tracking the Comptroller
of the Currency’s or the Chief Counsel’s
correspondence. The system will

contain information about individuals
whose correspondence is submitted to
the Comptroller of the Currency or the
Chief Counsel.

In the notice of proposed rulemaking,
which is published separately in the
Federal Register, the OCC has proposed
to exempt records maintained in the
Treasury/Comptroller .100-Enforcement
Action Report System; Treasury/
Comptroller .120-Bank Fraud
Information System, and Treasury/
Comptroller .220-Section 914 Tracking
System from certain of the Privacy Act’s
requirements pursuant to 5 U.S.C.
552a(j)(2) and/or (k)(2). Comments
relating to this proposed action should
be directed to the OCC as provided in
the notice of proposed rulemaking to
amend 31 CFR part 1.

The new system of records reports,
required by the Privacy Act, 5 U.S.C.
552a(r), have been submitted to the
Committee on Government Reform and
Oversight of the House of
Representatives, the Committee on
Governmental Affairs of the Senate, and
the Office of Management and Budget,
pursuant to Appendix 1 to OMB
Circular A–130, Federal Agency
Responsibilities for Maintaining
Records About Individuals, dated
February 8, 1996.

The five proposed new systems of
records, described above, are published
in their entirety below.

Dated: September 10, 2001.
W. Earl Wright, Jr.,
Chief Management and Administrative
Programs Officer.

TREASURY/COMPTROLLER .100

SYSTEM NAME:
Enforcement Action Report System—

Treasury/Comptroller.

SYSTEM LOCATION:

Office of the Comptroller of the
Currency (OCC), Enforcement and
Compliance Division, 250 E Street, SW,
Washington, DC 20219–0001.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals covered by this system
are: (1) Current and former directors,
officers, employees, shareholders, and
independent contractors of financial
institutions who have had enforcement
actions taken against them by the OCC,
the Board of Governors of the Federal
Reserve System, the Federal Deposit
Insurance Corporation, the Office of
Thrift Supervision, or the National
Credit Union Administration;

(2) Current and former directors,
officers, employees, shareholders, and
independent contractors of financial

institutions who are the subjects of
pending enforcement actions initiated
by the OCC; and

(3) Individuals who must obtain the
consent of the Federal Deposit
Insurance Corporation pursuant to 12
U.S.C. 1829 to become or continue as an
institution-affiliated party within the
meaning of 12 U.S.C. 1813(u) of a
federally-insured depository institution,
a direct or indirect owner or controlling
person of such an entity, or a direct or
indirect participant in the conduct of
the affairs of such an entity.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records maintained in this system

may contain the names of individuals,
their positions or titles with financial
institutions, descriptions of offenses and
enforcement actions, and descriptions of
offenses requiring Federal Deposit
Insurance Corporation approval under
12 U.S.C. 1829.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
12 U.S.C. 1, 27, 481, 1817(j), 1818,

1820, and 1831i.

PURPOSES:
This system of records is used by the

OCC to monitor enforcement actions
and to assist it in its regulatory
responsibilities, including review of the
qualifications and fitness of individuals
who are or propose to become
responsible for the business operations
of OCC-regulated entities.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information maintained in this system
may be disclosed to:

(1) An OCC-regulated entity when the
information is relevant to the entity’s
operations;

(2) Third parties to the extent
necessary to obtain information that is
relevant to an examination or
investigation;

(3) The news media in accordance
with guidelines contained in 28 CFR
50.2;

(4) Appropriate governmental or self-
regulatory organizations when the OCC
determines that the records are relevant
and necessary to the governmental or
self-regulatory organization’s regulation
or supervision of financial service
providers, including the review of the
qualifications and fitness of individuals
who are or propose to become
responsible for the business operations
of such providers;

(5) The Department of Justice, a court,
an adjudicative body, a party in
litigation, or a witness if the OCC
determines that the information is
relevant and necessary to a proceeding
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in which the OCC, any OCC employee
in his or her official capacity, any OCC
employee in his or her individual
capacity represented by the Department
of Justice or the OCC, or the United
States is a party or has an interest;

(6) A congressional office when the
information is relevant to an inquiry
made at the request of the individual
about whom the record is maintained;

(7) A contractor or agent who needs
to have access to this system of records
to perform an assigned activity; or

(8) Third parties when mandated or
authorized by statute.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records maintained in this system are

stored electronically.

RETRIEVABILITY:
Records maintained in this system

may be retrieved by the name of an
individual covered by the system.

SAFEGUARDS:
Access to electronic records is

restricted to authorized personnel who
have been issued non-transferrable
access codes and passwords.

RETENTION AND DISPOSAL:
Records are retained in accordance

with the OCC’s records management
policies and National Archives and
Records Administration regulations.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Enforcement and

Compliance Division, Law Department,
Office of the Comptroller of the
Currency, 250 E Street, SW,
Washington, DC 20219–0001.

NOTIFICATION PROCEDURE:
An individual wishing to be notified

if he or she is named in non-exempt
records maintained in this system must
submit a written request to the
Disclosure Officer, Communications
Division, Office of the Comptroller of
the Currency, 250 E Street, SW,
Washington, DC 20219–0001. See 31
CFR part 1, subpart C, appendix J.

Identification Requirements: An
individual seeking notification through
the mail must establish his or her
identity by providing a signature and an
address as well as one other identifier
bearing the individual’s name and
signature (such as a photocopy of a
driver’s license or other official
document). An individual seeking
notification in person must establish his
or her identity by providing proof in the
form of a single official document
bearing a photograph (such as a passport

or identification badge) or two items of
identification that bear both a name and
signature.

Alternatively, identity may be
established by providing a notarized
statement, swearing or affirming to an
individual’s identity, and to the fact that
the individual understands the penalties
provided in 5 U.S.C. 552a(i)(3) for
requesting or obtaining information
under false pretenses.

Additional documentation
establishing identity or qualification for
notification may be required, such as in
an instance where a legal guardian or
representative seeks notification on
behalf of another individual.

RECORD ACCESS PROCEDURES:
See ‘‘Notification Procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification Procedure’’ above.

RECORD SOURCE CATEGORIES:
Non-exempt information maintained

in this system is obtained from OCC
personnel, OCC-regulated entities, other
federal financial regulatory agencies,
and criminal law enforcement
authorities.

EXEMPTIONS CLAIMED FOR THIS SYSTEM:
Records maintained in this system

have been designated as exempt from 5
U.S.C. 552a(c)(3), (d)(1), (2), (3), and (4),
(e)(1), (e)(4)(G), (H), and (I), and (f) of
the Privacy Act pursuant to 5 U.S.C.
552a(k)(2). See 31 CFR 1.36.

TREASURY/COMPTROLLER .120

SYSTEM NAME:
Bank Fraud Information System—

Treasury/Comptroller.

SYSTEM LOCATION:
Office of the Comptroller of the

Currency (OCC), Bank Supervision
Operations, 250 E Street, SW,
Washington, DC 20219–0001.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals covered by this system are
those who submit complaints or
inquiries about fraudulent or suspicious
financial instruments or transactions or
who are the subjects of complaints or
inquiries.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records maintained in this system

may contain: the name, address, or
telephone number of the individual who
submitted a complaint or inquiry; the
name, address, or telephone number of
the individual or entity who is the
subject of a complaint or inquiry; the
types of activity involved; the date of a
complaint or inquiry; and numeric

codes identifying a complaint or
inquiry’s nature or source. Supporting
records may contain correspondence
between the OCC and the individual or
entity submitting a complaint or
inquiry, correspondence between the
OCC and an OCC-regulated entity, or
correspondence between the OCC and
other law enforcement or regulatory
bodies. Other records maintained in this
system may contain arrest, indictment
and conviction information, and
information relating to administrative
actions taken or initiated in connection
with complaints or inquiries.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

12 U.S.C. 1, 27, 481, 1817(j), 1818,
1820, and 1831i; 31 U.S.C. 5318.

PURPOSES:

This system of records tracks
complaints or inquiries concerning
fraudulent or suspicious financial
instruments and transactions. These
records assist the OCC in its efforts to
protect banks and their customers from
fraudulent or suspicious banking
activities.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information maintained in this system
may be disclosed to.

(1) An OCC-regulate entity to the
extent that such entity is the subject of
a complaint, inquiry, or fraudulent
activity;

(2) Third parties to the extent
necessary to obtain information that is
relevant to the resolution of a complaint
or inquiry, an examination, or an
investigation;

(3) Appropriate governmental or self-
regulatory organizations when the OCC
determines that the records are relevant
and necessary to the governmental or
self-regulatory organization’s regulation
or supervision of financial service
providers;

(4) An appropriate governmental,
international, tribal, self-regulatory, or
professional organization if the
information is relevant to a known or
suspected violation of a law or licensing
standard within that organization’s
jurisdiction;

(5) The Department of Justice, a court,
an adjudicative body, a party in
litigation, or a witness if the OCC
determines that the information is
relevant and necessary to a proceeding
in which the OCC, any OCC employee
in his or her official capacity, any OCC
employee in his or her individual
capacity represented by the Department
of Justice or the OCC, or the United
States is a party or has an interest;
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(6) A congressional office when the
information is relevant to an inquiry
made at the request of the individual
about whom the record is maintained;

(7) A contractor or agent who needs
to have access to this system of records
to perform an assigned activity; or

(8) Third parties when mandated or
authorized by statute.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records maintained in this system are

stored electronically, in card files, and
in file folders.

RETRIEVABILITY:
Records maintained in this system

may be retrieved by the name of an
individual covered by the system.

SAFEGUARDS:
Access to electronic records is

restricted to authorized personnel who
have been issued non-transferrable
access codes and passwords. Other
records are maintained in locked file
cabinets or rooms.

RETENTION AND DISPOSAL:
Records are retained in accordance

with the OCC’s records management
policies and National Archives and
Records Administration regulations.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Special Supervision/Fraud,

Bank Supervision Operations, Office of
the Comptroller of the Currency, 250 E
Street, SW, Washington, DC 20219–
0001.

NOTIFICATION PROCEDURE:
An individual wishing to be notified

if he or she is named in non-exempt
records maintained in this system must
submit a written request to the
Disclosure Officer, Communications
Division, Office of the Comptroller of
the Currency, 250 E Street, SW,
Washington, DC 20219–0001. See 31
CFR part 1, subpart C, appendix J.

Identification Requirements: An
individual seeking notification through
the mail must establish his or her
identity by providing a signature and an
address as well as one other identifier
bearing the individual’s name and
signature (such as a photocopy of a
driver’s license or other official
document). An individual seeking
notification in person must establish his
or her identity by providing proof in the
form of a single official document
bearing a photograph (such as a passport
or identification badge) or two items of
identification that bear both a name and
signature.

Alternatively, identity may be
established by providing a notarized
statement, swearing or affirming to an
individual’s identity, and to the fact that
the individual understands the penalties
provided in 5 U.S.C. 552a(i)(3) for
requesting or obtaining information
under false pretenses.

Additional documentation
establishing identity or qualification for
notification may be required, such as in
an instance where a legal guardian or
representative seeks notification on
behalf of another individual.

RECORD ACCESS PROCEDURES:

See ‘‘Notification Procedure’’ above.

CONTESTING RECORD PROCEDURES

See ‘‘Notification Procedure’’ above.

RECORD SOURCE CATEGORIES:

Non-exempt information maintained
in this system is obtained from
individuals and entities who submit
complaints or inquiries, OCC personnel,
OCC-regulated entities, criminal law
enforcement authorities, and
governmental or self-regulatory bodies.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

Records maintained in this system
have been designated as exempt from 5
U.S.C. 552a(c)(3) and (4), (d)(1), (2), (3),
and (4), (e)(1), (e)(2), (e)(3), (e)(4)(G), (H),
and (I), (e)(5), (e)(8), (f), and (g) of the
Privacy Act pursuant to 5 U.S.C.
552a(j)(2) and (k)(2). See 31 CFR 1.36.

TREASURY/COMPTROLLER .220

SYSTEM NAME:

Section 914 Tracking System—
Treasury/Comptroller.

SYSTEM LOCATION:

Office of the Comptroller of the
Currency (OCC), Special Supervision,
250 E Street, SW, Washington, DC
20219–0001.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals covered by this system are
those who are named in notices filed
under 12 CFR 5.51 as proposed directors
or senior executive officers of national
banks, District of Columbia banks
operating under the OCC’s regulatory
authority, or federal branches of foreign
banks (OCC-regulated entities). OCC-
regulated entities file notices if they:

(1) Have a composite rating of 4 or 5
under the Uniform Financial
Institutions Rating System;

(2) Are subject to cease and desist
orders, consent orders, or formal written
agreements;

(3) Have been determined by the OCC
to be in ‘‘troubled condition;’’

(4) Are not in compliance with
minimum capital requirements
prescribed under 12 CFR Part 3; or

(5) Have been advised by the OCC, in
connection with its review of an entity’s
capital restoration plan, that such filings
are appropriate.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records maintained in this electronic

database may contain: the names,
charter numbers, and locations of the
OCC-regulated entities that have
submitted notices pursuant to 5 CFR
5.51; the names, addresses, dates of
birth, and social security numbers of
individuals proposed as either directors
or senior executive officers; and the
actions taken by the OCC in connection
with these notices.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
12 U.S.C. 1, 27, 93a, 481, 1817(j),

1818, 1820, and 1831i.

PURPOSE(S):
Information maintained in this system

is used by the OCC to carry out its
statutory and other regulatory
responsibilities, including other reviews
of the qualifications and fitness of
individuals who propose to become
responsible for the business operations
of OCC-regulated entities.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information maintained in this system
may be disclosed to:

(1) An OCC-regulated entity in
connection with review and action on a
notice filed by that entity pursuant to 12
CFR 5.51;

(2) Third parties to the extent
necessary to obtain information that is
pertinent to the OCC’s review and
action on a notice received under 12
CFR 5.51;

(3) Appropriate governmental or self-
regulatory organizations when the OCC
determines that the records are relevant
and necessary to the governmental or
self-regulatory organization’s regulation
or supervision of financial service
providers, including the review of the
qualifications and fitness of individuals
who are or propose to become
responsible for the business operations
of such providers;

(4) An appropriate governmental,
tribal, self-regulatory, or professional
organization if the information is
relevant to a known or suspected
violation of a law or licensing standard
within that organization’s jurisdiction;

(5) The Department of Justice, a court,
an adjudicative body, a party in
litigation, or a witness if the OCC
determines that the information is
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relevant and necessary to a proceeding
in which the OCC, any OCC employee
in his or her official capacity, any OCC
employee in his or her individual
capacity represented by the Department
of Justice or the OCC, or the United
States is a party or has an interest;

(6) A congressional office when the
information is relevant to an inquiry
made at the request of the individual
about whom the record is maintained;

(7) A contractor or agent who needs
to have access to this system of records
to perform an assigned activity; or

(8) Third parties when mandated or
authorized by statute.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records maintained in this system are

stored electronically.

RETRIEVABILITY:
Records maintained in this system

may be retrieved by the name of an
individual covered by the system.

SAFEGUARDS:
Access to electronic records is

restricted to authorized personnel who
have been issued non-transferrable
access codes and passwords.

RETENTION AND DISPOSAL:
Records are retained in accordance

with the OCC’s records management
policies and National Archives and
Records Administration regulations.

SYSTEM MANAGER AND ADDRESS:
Director, Special Supervision/Fraud,

Office of the Comptroller of the
Currency, 250 E Street, SW,
Washington, DC 20219–0001.

NOTIFICATION PROCEDURE:
An individual wishing to be notified

if he or she is named in non-exempt
records maintained in this system must
submit a written request to the
Disclosure Officer, Communications
Division, Office of the Comptroller of
the Currency, 250 E Street, SW,
Washington, DC 20219–0001. See 31
CFR part 1, subpart C, appendix J.

Identification Requirements: An
individual seeking notification through
the mail must establish his or her
identity by providing a signature and an
address as well as one other identifier
bearing the individual’s name and
signature (such as a photocopy of a
driver’s license or other official
document). An individual seeking
notification in person must establish his
or her identity by providing proof in the
form of a single official document
bearing a photograph (such as a passport

or identification badge) or two items of
identification that bear both a name and
signature.

Alternatively, identity may be
established by providing a notarized
statement, swearing or affirming to an
individual’s identity, and to the fact that
the individual understands the penalties
provided in 5 U.S.C. 552a(i)(3) for
requesting or obtaining information
under false pretenses.

Additional documentation
establishing identity or qualification for
notification may be required, such as in
an instance where a legal guardian or
representative seeks notification on
behalf of another individual.

RECORD ACCESS PROCEDURES:
See ‘‘Notification Procedure’’ above.

CONTESTING RECORD PROCEDURES:
See ‘‘Notification Procedure’’ above.

RECORD SOURCE CATEGORIES:
Information maintained in this system

is obtained from OCC-regulated entities,
individuals named in notices filed
pursuant to 5 CFR 5.51, federal or state
financial regulatory agencies, criminal
law enforcement authorities, credit
bureaus, and OCC personnel.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
Records maintained in this system

have been designated as exempt from 5
U.S.C. 552a(c)(3), (d)(1), (2), (3), and (4),
(e)(1), (e)(4)(G), (H), and (I), and (f) of
the Privacy Act pursuant to 5 U.S.C.
552a(k)(2). See 31 CFR 1.36.

TREASURY/COMPTROLLER .340

SYSTEM NAME:
Access Control System—Treasury/

Comptroller.

SYSTEM LOCATION:
Office of the Comptroller of the

Currency (OCC), Security Office,
Administrative Services Division, 250 E
Street, SW, Washington, DC 20219–
0001.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals covered by this system are
OCC employees, contractors, agents, and
volunteers who have been issued an
OCC identification card.

CATEGORIES OF RECORDS IN THE SYSTEM:
Records maintained in this system

may contain an individual’s name,
social security number, picture, and
authorizations to use the OCC’s fitness
facility or its headquarters parking
garage, if applicable. This system of
records also may contain time records of
entrances and exits and attempted
entrances and exits of OCC premises.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
12 U.S.C. 1, 481, and 482; 5 U.S.C.

301.

PURPOSES:
The OCC has an electronic security

system linked to identification cards
which limits access to its premises to
authorized individuals and records the
time that individuals are on the
premises. This system of records is used
to assist the OCC in maintaining the
security of its premises and to permit
the OCC to identify individuals on its
premises at particular times.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information maintained in this system
may be disclosed to:

(1) Third parties to the extent
necessary to obtain information that is
relevant to an investigation concerning
access to or the security of the OCC’s
premises;

(2) An appropriate governmental
authority if the information is relevant
to a known or suspected violation of a
law within that organization’s
jurisdiction;

(3) The Department of Justice, a court,
an adjudicative body, a party in
litigation, or a witness if the OCC
determines that the information is
relevant and necessary to a proceeding
in which the OCC, any OCC employee
in his or her official capacity, any OCC
employee in his or her individual
capacity represented by the Department
of Justice or the OCC, or the United
States is a party or has an interest;

(4) A congressional office when the
information is relevant to an inquiry
made at the request of the individual
about whom the record is maintained;

(5) A contractor or agent who needs
to have access to this system of records
to perform an assigned activity; or

(6) Third parties when mandated or
authorized by statute.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records maintained in this system are

stored electronically and in file folders.

RETRIEVABILITY:
Records maintained in this system

may be retrieved by the name of an
individual covered by the system.

SAFEGUARDS:
Access to electronic records is

restricted to authorized personnel who
have been issued non-transferrable
access codes and passwords. Other
records are maintained in locked file
cabinets or rooms.
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RETENTION AND DISPOSAL:

Records are retained in accordance
with the OCC’s records management
policies and National Archives and
Records Administration regulations.

SYSTEM MANAGERS AND ADDRESS:

Security Officer, Office of the
Comptroller of the Currency, 250 E
Street, SW, Washington, DC 20219–
0001.

NOTIFICATION PROCEDURE:

An individual wishing to be notified
if he or she is named in non-exempt
records maintained in this system must
submit a written request to the
Disclosure Officer, Communications
Division, Office of the Comptroller of
the Currency, 250 E Street, SW,
Washington, DC 20219–0001. See 31
CFR part 1, subpart C, appendix J.

Identification Requirements: An
individual seeking notification through
the mail must establish his or her
identity by providing a signature and an
address as well as one other identifier
bearing the individual’s name and
signature (such as a photocopy of a
driver’s license or other official
document). An individual seeking
notification in person must establish his
or her identity by providing proof in the
form of a single official document
bearing a photograph (such as a passport
or identification badge) or two items of
identification that bear both a name and
signature.

Alternatively, identity may be
established by providing a notarized
statement, swearing or affirming to an
individual’s identity, and to the fact that
the individual understands the penalties
provided in 5 U.S.C. 552a(i)(3) for
requesting or obtaining information
under false pretenses.

Additional documentation
establishing identity or qualification for
notification may be required, such as in
an instance where a legal guardian or
representative seeks notification on
behalf of another individual.

RECORD ACCESS PROCEDURES:

See ‘‘Notification Procedure’’ above.

CONTESTING RECORD PROCEDURES

See ‘‘Notification Procedure’’ above.

RECORD SOURCE CATEGORIES:

Information maintained in this system
is obtained from individuals and the
OCC’s official personnel records.
Information concerning entry and exit of
OCC premises is obtained from
identification card scanners.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

TREASURY/COMPTROLLER .700

SYSTEM NAME:

Correspondence Tracking System—
Treasury/Comptroller.

SYSTEM LOCATION:

Office of the Comptroller of the
Currency (OCC), Office of Chief
Counsel, 250 E Street, SW, Washington,
DC 20219–0001. Components of this
record system are maintained in the
Comptroller of the Currency’s Office
and the Chief Counsel’s Office.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals covered by this system are
those whose correspondence is
submitted to the Comptroller of the
Currency or the Chief Counsel.

CATEGORIES OF RECORDS IN THE SYSTEM:

Records maintained in this system
may contain the names of individuals
who correspond with the OCC,
information concerning the subject
matter of the correspondence,
correspondence disposition
information, correspondence tracking
dates, and internal office assignment
information. Supporting records may
contain correspondence between the
OCC and the individual.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

12 U.S.C. 1; 5 U.S.C. 301.

PURPOSES:

This system of records is used by the
OCC to track the Comptroller of the
Currency’s or the Chief Counsel’s
correspondence, including the progress
and disposition of the OCC’s response.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Information maintained in this system
may be disclosed to:

(1) The OCC-regulated entity involved
in correspondence;

(2) Third parties to the extent
necessary to obtain information that is
relevant to the response;

(3) Appropriate governmental or self-
regulatory organizations when the OCC
determines that the records are relevant
and necessary to the governmental or
self-regulatory organization’s regulation
or supervision of financial service
providers;

(4) An appropriate governmental,
tribal, self-regulatory, or professional
organization if the information is
relevant to a known or suspected
violation of a law or licensing standard
within that organization’s jurisdiction;

(5) The Department of Justice, a court,
an adjudicative body, a party in

litigation, or a witness if the OCC
determines that the information is
relevant and necessary to a proceeding
in which the OCC, any OCC employee
in his or her official capacity, any OCC
employee in his or her individual
capacity represented by the Department
of Justice or the OCC, or the United
States is a party or has an interest;

(6) A congressional office when the
information is relevant to an inquiry
made at the request of the individual
about whom the record is maintained;

(7) A contractor or agent who needs
to have access to this system of records
to perform an assigned activity; or

(8) Third parties when mandated or
authorized by statute.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records maintained in this system are

stored electronically and in file folders.

RETRIEVABILITY:
Records maintained in this system

may be retrieved by the name of an
individual covered by the system.

SAFEGUARDS:
Access to electronic records is

restricted to authorized personnel who
have been issued non-transferable
access codes and passwords. Other
records are maintained in locked file
cabinets or rooms.

RETENTION AND DISPOSAL:
Electronic and other records are

retained in accordance with the OCC’s
records management policies and
National Archives and Records
Administration regulations.

SYSTEM MANAGER(S) AND ADDRESSES:
Deputy to the Chief of Staff, Office of

the Comptroller of the Currency, 250 E
Street, SW, Washington, DC 20219–
0001.

Special Assistant to the Chief
Counsel, Office of the Comptroller of the
Currency, 250 E Street, SW,
Washington, DC 20219–0001.

NOTIFICATION PROCEDURE:
An individual wishing to be notified

if he or she is named in non-exempt
records maintained in this system must
submit a written request to the
Disclosure Officer, Communications
Division, Office of the Comptroller of
the Currency, 250 E Street, SW,
Washington, DC 20219–0001. See 31
CFR part 1, subpart C, appendix J.

Identification Requirements: An
individual seeking notification through
the mail must establish his or her
identity by providing a signature and an
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address as well as one other identifier
bearing the individual’s name and
signature (such as a photocopy of a
driver’s license or other official
document). An individual seeking
notification in person must establish his
or her identity by providing proof in the
form of a single official document
bearing a photograph (such as a passport
or identification badge) or two items of
identification that bear both a name and
signature (such as credit cards).

Alternatively, identity may be
established by providing a notarized
statement, swearing or affirming to an
individual’s identity, and to the fact that
the individual understands the penalties
provided in 5 U.S.C. 552a(i)(3) for
requesting or obtaining information
under false pretenses.

Additional documentation
establishing identity or qualification for
notification may be required, such as in
an instance where a legal guardian or
representative seeks notification on
behalf of another individual.

RECORD ACCESS PROCEDURES:
See ‘‘Notification Procedure’’ above.

CONTESTING RECORD PROCEDURES

See ‘‘Notification Procedure’’ above.

RECORD SOURCE CATEGORIES:
Information maintained in this system

is obtained from individuals who
submit correspondence and OCC
personnel.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

[FR Doc. 01–27001 Filed 10–25–01; 8:45 am]
BILLING CODE 4810–33–P

DEPARTMENT OF THE TREASURY

Office of the Comptroller of the
Currency

[Docket No. 00–17]

Privacy Act of 1974, as amended;
System of Records

AGENCY: Office of the Comptroller of the
Currency, Treasury.
ACTION: Notice of proposed alterations to
six Privacy Act Systems of Records.

SUMMARY: In accordance with the
Privacy Act of 1974, as amended, the
Office of the Comptroller of the
Currency (OCC) gives notice of
proposed alterations to six Privacy Act
systems of records.
DATES: The proposed altered systems of
records will become effective November
26, 2001 unless comments are received
which would result in a contrary
determination.

ADDRESSES: You should send your
comments to the Office of the
Comptroller of the Currency, Public
Information Room, Docket No. 00–17,
250 E Street, SW, Washington, DC
20219. You may inspect comments
received at the same location. You may
send your comments by facsimile
transmission to FAX number 202–874–
4448 or by electronic mail to
regs.comments@occ.treas.gov.
FOR FURTHER INFORMATION CONTACT:
Frank Vance, Jr., Disclosure Officer,
Communications Division, (202) 874–
4700 or Ellen M. Warwick, Special
Counsel, Administrative and Internal
Law Division, (202) 874–4460.
SUPPLEMENTARY INFORMATION: The OCC
has conducted a review of its Privacy
Act systems of records for compliance
with the Privacy Act (5 U.S.C. 552a) and
with Appendix 1 to OMB Circular A–
130, Federal Agency Responsibilities for
Maintaining Records About Individuals,
dated November 30, 2000, and is
proposing to alter six of its current
systems of records. In addition to the
changes noted below, the proposed
alterations also update the notices by
restating many of the other data
elements, such as ‘‘notification
procedure,’’ for each of the notices.
More specific alterations to the six
current systems of records are as
follows:

(1) Treasury/Comptroller .013—
Enforcement and Compliance
Information System

The proposed alterations to this
system of records include:

(a) To change the title and number of
the system to ‘‘Treasury/Comptroller
.110—Reports of Suspicious Activities;’’

(b) To add witnesses to the categories
of individuals covered by the system;

(c) To consolidate and restate existing
routine uses and add two routine uses.

Records maintained in the
Enforcement and Compliance
Information System have been
exempted by rule, and the records
maintained in the altered Treasury/
Comptroller .110—Reports of
Suspicious Activities system will
continue to be exempted by rule from
certain provisions of the Privacy Act
pursuant to 5 U.S.C. 552a(j)(2) and
(k)(2). The notice for this system of
records was last published in the
Federal Register at 63 FR 69757 dated
December 17, 1998.

(2) Treasury/Comptroller .015—Chain
Banking Organizations System

The OCC is proposing to alter this
system of records covering chain
banking organization records for the
following reasons:

(a) To renumber the system as
‘‘Treasury/Comptroller .200;’’

(b) To more fully describe, by
addition of a definition for chain
banking, the categories of individuals
covered by the system; and

(c) To consolidate and restate existing
routine uses and add three routine uses.

The notice for this system of records
was last published in the Federal
Register at 63 FR 69758 dated December
17, 1998.

(3) Treasury/ Comptroller .221—
Registration Records for Municipal and
United States Government Securities
Dealers

The OCC proposes to alter this system
of records covering bank securities
dealer records:

(a) To change the title and number of
the system to ‘‘Treasury/Comptroller
.210—Bank Securities Dealers System;’’
and

(b) To consolidate and restate existing
routine uses and add five routine uses.

The notice for this system of records
was last published in the Federal
Register at 63 FR 69760 dated December
17, 1998.

(4) Treasury/Comptroller .500—Chief
Counsel’s Management Information
System

The OCC proposes to alter this system
of records covering the Chief Counsel’s
management information records to
restate existing routine uses and add six
routine uses.

Records maintained in the Chief
Counsel’s Management Information
System have been, and will continue to
be, exempted by rule from certain
provisions of the Privacy Act pursuant
to 5 U.S.C. 552a(j)(2) and (k)(2). The
notice for this system of records was last
published in the Federal Register at 63
FR 69763 dated December 17, 1998.

(5) Treasury/Comptroller .016—
Litigation Information System

The OCC is proposing to alter its
current system of records covering
litigation records to consolidate and
restate existing routine uses and add
four routine uses. This system of records
is to be renumbered Treasury/
Comptroller .510.

The OCC proposes to exempt records
maintained in the Litigation Information
System from certain of the Privacy Act’s
requirements pursuant to 5 U.S.C.
552a(j)(2) and (k)(2). The notice for this
system was last published in the
Federal Register at 63 FR 69759 dated
December 17, 1998.
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